**INFORMATION TECHNOLOGY**

**Browser Security Basics (15 minutes)**

A large number of cyber attacks target browser activity. This course provides all staff members with an overview of browser security and ways to browse the web safely. Topics include: the types of browser threats, the basics of browser security and safe browsing practices.

**Copyright Infringement (22 minutes)**

Keenan SafeColleges’ *Copyright Infringement* course is designed to help you – the educator - understand how copyright law applies to materials you want to copy or download for use in your classes. This course is not designed for student use. We’ll accomplish this goal by first - learning the basics about copyright laws and college campuses. Next, we’ll explore smart practices involving three common categories of copyrighted materials used in education.

**Cybersecurity (13 minutes)**

This introductory course provides an overview of cybercrime and cybersecurity. Staff members will learn the basics of cybersecurity along with the effects of cybercrime, the types of cyber threats and how users are susceptible.

**Email and Messaging Safety (12 minutes)**

Email is the primary means of attack from cyber-perpetrators. This course provides staff members with an overview of cybercrime via email, and how to employ safe email and messaging practices to avoid and help prevent cyber threats, attempts at fraud and identity theft.

**Password Security Basics (7 minutes)**

This course provides an overview of password security and management. Staff members will learn the basic principles of password security, the elements of a strong password and strategies of how to create and maintain passwords.

**Protection Against Malware (15 minutes)**

This course provides staff members with an overview of basic protection against malware. Topics include: the types of malware, how malware works and protective strategies.
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